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SUMMARY								                                                                                                                                                             
· 12 years of work experience in IT, SailPoint IdentityIQ, and Java Developer complete software development life cycle process, including Analysis, Design, Development, Testing, and Implementation.
· Design and Implementation experience with SailPoint IIQ6.x, 7.x,8.x
· Information and deploying Identity management, LDAP directories, single or reduced sign-on (SSO), and password management.
· Experience integrating IIQ with ServiceNow for service desk module
· Have extensive experience in SailPoint IdentityIQ working on different kinds of connectors like Delimited File, JDBC, LDAP, AD, and Logical.
· Worked in web services (REST, SOAP) Application integrations in Sun IDM and SailPoint IIQ.
· Experience in creating custom SailPoint IIQ Plugins.
· Implemented Single Sign-On using SiteMinder on single/multiple cookie domains for Web applications and integrated SSO with Sun One LDAP, MS Active Directory, and e-Directory. This also includes Federation both inbound and outbound using SAML 2.0.
· Experience in setting up SAML applications in OKTA Installing AD / IWA agents on member domains, validating single sign-on, user provisioning, and troubleshooting password synchronization across multiple Okta platforms.
· Configured Single Sign-on (SSO) between applications that are deployed in different domains using SAML2.0.
· Experienced in developing Test Plans, Test Cases, and Approach for multiple Releases on Sail point IIQ based on the business requirements
· Experience in working with Application Servers like Apache Tomcat.
· Persuasive verbal and written communication skills complement a proven ability to multi-task, maintain an organized approach, and ensure success - even when faced with high-pressure or high-risk situations. 
· Creative and innovative thinker with great analytical and decision-making skills in high-faced large enterprises.
·  Experienced in implementing presentation layer using web technologies such as HTML5, JSF, AJAX, jQuery, Angular JS, CSS, CSS3, JavaScript.
· Good with core java concepts and J2EE technologies such as servlets, Struts, JDBC, JSP, EJB, JSF, Spring Core, Spring AOP, Spring Security, Spring MVC, and Hibernate.
TECHNICAL SKILLS
	Identity and Access Management 
	SailPoint IIQ 6.x,7.x, 8.x SailPoint, Okta.

	Directory Server
	 LDAP, Microsoft AD.

	ITIL Functions and Process
	Incident, Change, Problem, and Service Desk.

	Operating systems
	Ubuntu Linux, Red Hat Linux, Oracle Enterprise Linux, and Windows 2000, XP, 7, and 8.

	Languages/Technologies
	Java, J2EE - JSP, JDBC, JavaScript, SOAP, REST Web Services.

	Web technologies
	XML, HTML, XHTML, SOAP, CSS.

	Design & Modeling
	UML, Microsoft Visio

	Databases
	Oracle, SQL Server, PLSQL, MYSQL 

	Application/Web servers
	Tomcat, JBoss, IBM WebSphere 

	Other Utilities
	IDE (Eclipse, Visual Studio 2012).

	S/W Development Methodology
	Agile Methodology, Waterfall Methodology

	Frameworks
	Spring 3.0(IOC, MVC), JSF 1.1, JSF Portlet, Spring Portlet, Hibernate and JSF 1.1, JSR 286 & JSR 168. Mule USB 3.0

	Application Servers/Portal Server
	Web Sphere Application Server &Web Sphere Portal Server V7.0.0.2/V8.0.0.1/V8.5.5, IBM Web Content Management V 8.0.0.1& V7.0.0.2, Liferay 6.2 and DXP, Liferay WCM, and IBM WebSphere Process Server V7.0/V8.5.

	Version control:
	Git Repository, Clear Case Repository, SVN Repository system, CVS repository.

	Tools
	Eclipse & RAD V 9.5, IBM WebSphere Tools




PROFESSIONAL EXPERIENCE
University of Chicago Hospital (UCH) Chicago US	              			    Feb 2022 – Current
SailPoint Consultant                                                   
· Worked with IAM leads and business IT managers to understand business requirements, and enterprise IT standards that influence how IAM solutions and services should perform and operate. 
· Developed and supported IAM solutions to globally dispersed businesses and customers.
· Worked with JLM (Joiner, Mover, and Leaver) regarding Workflow and rules. 
· Worked on Standard Quick links, and Lifecycle Manager Quick links, and built and configured custom Quick links to extend standard operations.
· Implemented and Customized Manage Access and Identity modules and Email templates as per customer requirements 
· Worked on different out-of-the-box and custom connectors like Active Directory, Delimited, JDBC, LDAP, etc. 
· Involved in the design of Requirements and design documentation.
· Responsible to manage Administration functionality for SailPoint applications such as loading data, creating roles, creating policies, and scheduling tasks.
· Configuration roles, Policies, and Certifications for governance compliance and configuring business processes to manage ongoing changes. 
· Configured custom scopes and claims in OKTA to be used by applications to authorize the users.
· Configured single-page applications using implicit grant type to generate OpenID token to send that to the client application.
· Configured OKTA inbuilt multifactor authentication for additional security.
· Onboard the applications and provided seamless authentication and SSO using OKTA.
· Responsible for end-to-end single-sign-on OKTA implementation for integrations using SAML, SWA, and OAuth.


Environment: SailPoint 7.3p1, MySQL DB, Microsoft Active Directory Server, Eclipse, Java, Tomcat 5.3/4.x

[bookmark: _GoBack]Franklin Templeton Investments (FTI)  NYC, NY		              			    Jun’19 – Feb 2022
SailPoint Consultant                                                   
· Worked with IAM leads and business IT managers to understand business requirements, enterprise IT standards that influence how IAM solutions and services should perform and operate. 
· Developed and supported IAM solutions to globally dispersed businesses and customers.
· Worked with JLM (Joiner, Mover, and Leaver) Workflows and rules. 
· Worked on Standard Quick links, Lifecycle Manager Quick links, and built and configured custom Quick links to extend standard operations.
· Implemented and Customized Manage Access and Identity modules and Email templates as per customer requirements 
·  Installation, integration, and deployment of Password Interceptor in client environments 
· Develop and customize workflows in the SailPoint IdentityIQ for Password Management.
· Worked on different out-of-the-box and custom connectors like Active Directory, Delimited, JDBC, LDAP, etc. 
· Involved in the design of Requirements and design documentation.
· Responsible to manage Administration functionality for SailPoint applications such as loading data, creating roles, creating policies, scheduling tasks.
· Involved in up-gradation of version from 7.1p2-7.3p1-8.x.
· Configuration roles, Policies, and Certifications for governance compliance and configuring business processes to manage ongoing changes. 
· Configured custom scopes and claims in OKTA to be used by applications to authorize the users.
· Configured single-page applications using implicit grant type to generate OpenID token to send that to the client application.
· Configured OKTA inbuilt multifactor authentication for additional security.
· Onboard the applications and provided seamless authentication and SSO using OKTA.
· Responsible for end-to-end single-sign-on OKTA implementation for integrations using SAML, SWA, and OAuth.


Environment: SailPoint6.4p3, 7.0p2,7.2P2,7.3p1.8.x, MySQL DB, Microsoft Active Directory Server, Eclipse, Java, Tomcat 5.3/4.x

State Street Austin Tx                                                                    	Mar’19– June’19
Assistant Manager (SailPoint IIQ)
· Involved in the development of Solution Design Overview document and technical document. 
· Built Joiner, Mover, and Leaver workflows to maintain user accounts. 
· Rewriting the workflows to encompass the new way of provisioning. Restructured the entire product to reflect direct provisioning across many applications. In the process of upgrading the IdentityIQ product from 6.1 to 6.3,7.x.   
· Design complex exclusion rules, correlation, and data loading tasks in Identity IQ. 
· Created and Implemented static/dynamic roles. Configured entitlements and policies. 
· Analysis of the specifications provided by the client and help the Project Manager to estimate the effort required. 
· Managed client requirements and configured SailPoint IIQ connectors. 
· Configuring the Applications (Authoritative and Non-Authoritative) using AD, Flat file, JDBC, and LDAP connectors to load the Identity Cubes.
· Participated in and/or User Acceptance Testing and bug-related reengineering efforts. 
· Designed and implemented solutions that manage the Identity lifecycle of almost all applications with the enterprise, without directly controlling the Identity store within the application. 
· Documented the IT security and identity management environment to include processes.
·  Work with identity solution, SailPoint Identity IQ. This includes the installation of software and managing the Windows Servers.

Environment: SailPoint 6.3, 6.4,7.x Tomcat 5.3/4.x, GitHub, SQL Developer, Active Directory




Client: GE Corporate	Atlanta, GA							Dec’14 – Mar’19
IAM Consultant (IDM Migration Project)                                                  
· Involved in the development of Solution Design Overview document and technical document. 
· Built Joiner, Mover and Leaver workflows to maintain user accounts. 
· Rewriting the workflows to encompass the new way of provisioning. Restructured the entire product to reflect direct provisioning across many applications. In the process of upgrading the IdentityIQ product from 6.1 to 6.3.   
· Worked in web services (REST, SOAP) Application integrations in Sun IDM and SailPoint IIQ
· Design complex exclusion rules, correlation and data loading tasks in Identity IQ. 
· Created and implemented static/dynamic roles. Configured entitlements and policies. 
· Analysis of the client's specifications and help the Project Manager estimate the effort required. 
· Managed client requirements and configured SailPoint IIQ connectors. 
· Configuring the Applications (Authoritative and Non-Authoritative) using AD, Flat file, JDBC, and LDAP connectors to load the Identity Cubes.
· Participated in and/or User Acceptance Testing and bug-related reengineering efforts. 
· Designed and implemented solutions that manage the Identity lifecycle of almost all applications within the enterprise, without directly controlling the Identity store within the application. 
· Documented the IT security and identity management environment to include processes.
·  Work with identity solution, SailPoint Identity IQ. This includes the installation of software and managing the Windows Servers.

Environment: SailPoint 6.3, 6.4, 7.x Tomcat 5.3/4.x, GitHub, SQL Developer, Active Directory


Manulife Japan.  				                         		Aug’ 13 – Dec’14
JAVA/Portal Technical Lead
Manulife Financial offers a full line of insurance products designed to protect you and your family like NIP, NWL, and ARM Product we are sailing in retails, no matter what life throws your way. After reviewing the information on our insurance products below, review your goals and needs and understand your options. Whether it’s family protection, income protection, business continuity, wealth accumulation, or estate preservation, your advisor can help develop a strategy ideal for you and your family.
· Developed SPI Login portlet using basic admin portlet.
· Developed Search portlet using Spring MVC portlet API.
· Created the Agent Web (SPI) virtual portal.
· Created user-defined exceptions and applied them in my project.
· Developed Custom Themes to implement Portal8.0 Theme in SPI Environment
· Configured SPI Themes.
· Implemented Co-operative Portlets and inter portlet communication for sending Parameters Search Portlet to Plan Creation Portlet and Pages.
· Done basic administration Managing pages, adding portlets, creating labels, and wiring.
· Done the report integration and report popup dynamically
· Creating Web Content using WCM components.



XEROX for North Dakota.  				                         		Dec 11 – Aug’13
JAVA/ Portal Developer
Enterprise System consists of the specific functionality of the Medicaid Management Information System (MMIS) which makes the readily customizable from state to state.
	ACS customers for these products are typically the States of America. Currently, we are doing the North Dakota in Enterprise system, the functionality has been divided into primarily 4 modules: Provider Management, Program Management, Member Management, and Operations Management. Each module implements different functionalities required by the Enterprise and in general, tightly coupled functionalities fall into the same module. However, there will be dependencies across modules.
· Developed portlets using JSR-168 and JSR-286 API.
· Developed ND Custom Login portlet using basic admin portlet.
· Developed Change Requests on client requirements.
· Resolved Portal side Defects as well as Backend Defects also.
· Configured the LDAP setup for Environmental Testing.
· Created user-defined exceptions and applied them in my project.
· Implemented Co-operative Portlets and inter portlet communication for sending Parameters to ND Portlets and Pages.
· I have done basic administration Managing pages, adding portlets, and creating labels.
· Writing JUNIT Test cases for DB Components Atomic Components and Service Components.
· Writing JSF unit Test cases for UI components.
Environment: Java1.5, JSF 2.X, Hibernate, Web Sphere Portal 6.0.1, Oracle 10g.

EDUCATION

· Master’s in Computer Science - JNTU, Hyderabad, Telangana, India, 2010. 
· B. Sc in computer science-Kakatiya University, Warangal, Telangana, India, 2007. 



